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Abstract—1In this paper, a novel wireless sensor network
synchronization protocol for event-driven measurement applica-
tions is proposed. The objective is twofold: 1) to provide high
accuracy in the area where an event is detected and 2) to
ensure a long network lifetime. The complexity of the problem
arises from the fact that these two properties are usually in
conflict. To increase the synchronization accuracy, nodes are
required to exchange synchronization packets at higher rate,
thus impacting the network lifetime. Vice versa to ensure a long
network life time, the number of packets to be exchanged should
be minimized thus impacting the synchronization accuracy.
A tradeoff can be achieved by observing that the packet rate
should be increased only for the portion of the network sur-
rounding the detected events as only these nodes require a higher
accuracy to collect data. The proposed algorithm represents a
formalization of this idea. Numerical and experimental results are
provided to validate the effectiveness of the proposed algorithm.

Index Terms—Clock synchronization, consensus algorithm,
measurement applications, wireless sensor network (WSN).

I. INTRODUCTION

LOCK synchronization is a crucial issue in a wide range
of applications making use of wireless sensor networks
(WSNs) to perform event-driven measurements. These appli-
cations include: network localization [1]-[3], medical care [4],
monitoring of civil infrastructures [5], debris flow [6], and
environmental monitoring [7]-[9]. Common requirements of
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such applications are long life time of the WSN and high
synchronization accuracy among nodes.

In this paper, we propose a novel clock synchronization
algorithm for measurements applications. The proposed algo-
rithm makes a tradeoff between synchronization accuracy and
network life-time preservation. In particular, by starting from
the observation that a higher accuracy is required only around
the area where an event is detected, a synchronization protocol
which selectively increase or reduce the exchange packets rate
according to the event-driven measurements requirements is
provided. A very preliminary implementation of this idea has
been proposed in [10]. The idea is to let the WSN modify
its topological properties so that a quick convergence (and
consequently a good accuracy despite of external disturbances)
is ensured for all these nodes deployed around the area where
the event is detected, while the rest of the network maintains
a slower convergence rate and, thus, a lower synchronization
accuracy. Therefore, the set of WSN nodes can be logically
divided in two subsets: 1) the improved synchronized subset
(ISS) composed by nodes detecting the event and switching
in alert state and 2) the default synchronized subset (DSS)
composed by nodes in quiet state, for which default low
synchronization accuracy is imposed to reduce the energy
consumption and extend their life time.

II. RELATED WORK

Synchronization approaches for WSN can be classified in
two main families: 1) hierarchical and 2) fully distributed.

Algorithms belonging to the former organize the network
in a tree where each node takes as reference its parent to
compensate both the clock drift and skew [11], [12]. The
major limitation of this approach is that, any time the root or
a parent node becomes unreachable, the related subtree looses
synchronization until the network is reorganized. To overcome
this problem, the network can be organized as a set of clusters.
Nodes synchronize with one another in the same cluster. For
global synchronization, El Khediri et al. [13] proposed to elect
a node as local master within each cluster. The local masters
are synchronized to achieve a common sense of time. In the
case of a failure of a local master only the related cluster is
temporarily unsynchronized [13].

Algorithms belonging to the latter [14]-[18] are robust
to node failure as a master node does not exist. On the
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contrary, the common sense of time is achieved through local
collaboration among the nodes.

More recently, approaches based on the consensus protocol
are proposed [15]-[19]. They can be classified on the basis of:
1) the parameters object of the estimation and compensation
and 2) communication modalities synchronous or asynchro-
nous. In particular, in [15], the consensus approach is used
to compensate the clock offsets in sparsely populated mobile
ad hoc networks, while in [16], it is used to compensate the
clock drift for phase locked loops. In [17], a second-order
consensus algorithm is proposed to compensate both clock
offsets and clock drifts, but it requires a pseudosynchronous
communication among nodes. In [18], a protocol composed of
the cascade of two consensus algorithms is proposed. There
the first consensus synchronizes the clock frequency of the
nodes and the second synchronizes their clock offsets. In [19],
a novel synchronization algorithm to ensure a good level
of synchronization even in the presence of random bounded
communication delays is proposed.

In [10] and [20], a preliminary algorithm has been intro-
duced where consensus algorithms are used in an energetic
efficient way so as to obtain accurate synchronization only
where it is needed, while preserving the global convergence
property.

Compared with existing synchronization schemes, the novel
contributions of this paper are as follows.

1) Improvement of the framework presented in [10], by
introducing a new communication policy avoiding the
accuracy of the ISS to be degraded due to the interaction
with the DSS.

2) Improvement of the algorithm presented in [18] with
a correction term to avoid overcompensation of the
software time anytime the frequency correction is
performed, while preserving the same convergence
properties.

3) Extension of the single event scenario described in [20]
to the cases of multiple events to be monitored. To this
aim, a proof-of-concept algorithm to build a connected
accurate synchronization area ISS is presented.

III. PROBLEM STATEMENT

Consider a WSN composed of N nodes with topol-
ogy described by an undirected graph G = {V, E}, with
V = {1, ..., N} the set of nodes representing the sensors
and E = {(i, j)} the set of edges describing the point-to-
point channel availability, i.e., an edge (i, j) exists if node i
can transmit to node j. Note that since the network topology is
undirected the existence of an edge (i, j) implies the existence
of the edge (j, i). Let the neighborhood V; of a node i be the
set Vi = {j : (i, j) € E}, with |V;| its cardinality. Further-
more, denote with #; the instant when the kth communication
on the WSN happens and G(t) = {V, E(t)} the possibly
directed graph that describes the communication at time f#,
ie., (i, j) € E(t) if the node i sends data to the node j
at time f;. Clearly, E(tx) € E at each time step fx. Denote
with G(t, At) = iAZIO G (tx+i) the graph obtained by the
union of all the links activation in the time window [#x, fx4Af].
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Finally, denote as rooted graph a graph in which there exists
at least one node for which a path with any other node can be
established.

Each node i is equipped with a (local) hardware clock z;
defined as

Ti(t) =a;t + i (D

where a; is the local clock frequency and f; is the offset.
Notably, the coefficients (o;, ;) differ for each node due
to actual hardware components. Therefore, a synchronization
algorithm must be provided to keep a common notion of time,
otherwise clocks might diverge with respect to the others.

To this end, each node is provided with a tunable software
clock 7;(t) defined as

i (t) = a;(t) 7;(t) + 0; (1) (2)

where a;(¢t) and 0;(¢t) are scalar parameters by which a
common sense of time can be achieved, i.e., synchronization
of the software clocks.

Problem 1: Consider an undirected connected graph
G = {V,E} describing the WSN topology. Design a
distributed algorithm based only on local interactions among
nodes such that all the software clocks converge to a common
sense of time, that is

lim () = (1) =0 Vi, j € V. 3)

Notably, the majority of clock synchronization approaches
proposed for WSNs [14], [16]-[18] are based on the idea that
all nodes over the network exchange regularly information
with their neighbors at a given frequency. However, as shown
in Section IV-D, the synchronization accuracy closely depends
on the rate at which packets are exchanged.

Based on this observation, the following more general
problem is addressed in this paper:

Problem 2: Consider an undirected graph G = {V, E}
describing the network topology of a sensor network. Design a
synchronization protocol for measurement applications which
solves Problem 1 but where the synchronization accuracy
can be dynamically changed according to the measurements
requirements.

In the sequel, a framework to address this problem is pro-
posed where two different synchronization accuracies might
coexist over the network, according to the application require-
ments. Roughly speaking, the following components are nec-
essary to build such a framework.

1) The synchronization protocol—to keep a common notion

of time among node clocks.

2) Multirate policy—to ensure the correct behavior of the

network with ISS and DSS components.

3) ISS connector algorithm—to build a unique ISS in

response to triggering events.

These aspects will be detailed in the next sections.

IV. REVISED ATS ALGORITHM

The ATS algorithm introduced in [18] is here improved
by the introduction of a different offset compensation pol-
icy to attenuate the overcompensation of 7;(¢) during clock
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frequency compensations. The convergence of the proposed
strategy will be investigated for rooted communication topolo-
gies. In the sequel, #; will denote the time when a message is
exchanged over the network and t,j' will denote the time when
the parameters update is carried out.

A. ATS Algorithm

The ATS synchronization algorithm is based on the idea that
each node determines its own @;(¢) and 0;(¢) through local
interactions with its neighbors. In particular, let #; be the time
when the node j sends a packet into the network. The packet
contains the tuple (id;, a;, 0;, tj) where id; is an identifier of
the jth node. a; = () and 6; = 6 () are the local clock
corrections at time # and t; is the hardware timestamp of the
packet, i.e., the value of the hardware clock in the moment
the message is sent 7; = 7;(f). When the node i receives the
packet, it first stores the current value of its hardware local
clock in a variable 7;;. Assuming the transmission and time-
stamping operations instantaneous, then 7;; = 7; ().

At this point, the node i executes the local synchronization
procedure consisting of three steps.

1) Relative Drift Estimation: The ith node computes the
relative drift estimation a;; (t,j' ) comparing 7; and t;
in two different instants and evaluating the relative
frequencies. To this end, each node i must store two
variables 79, ri".ld for each neighbor j in an internal

structure. It follows:

+ aj ] quld
aij(ty) = — = ——4 “)
i T

where a;, a; are the real clock frequencies for the nodes
i and j, respectively. 7; and t;; are stored into rj‘.’ld and
ri‘j’.ld after the update.

2) Drift Compensation: @; is updated on the basis of

aij (1) as follows:
ai(t") = podi (6) + (1 = po)aij (6)a; ) (5)
3) Offset Compensation: 0; is updated as follows:
6i (") = 6i(0) + (1 = po) (3 (0) — 7))~ (6)

where p, and p, are design parameters that can be set between
0 and 1. The correction parameters are usually initialized at
a; =1,0;, =0, withi =1, ..., N. Note that (4) and (5) can
be performed only if at least one message from node j has
been previously received.

The following results was proven in [18].

Theorem 1 [18]: Consider a WSN synchronized through the
ATS Algorithm. Under the assumption a; and o; are constants
values Vi € V and there are no transmission delays, if it exists
an integer A¢ > 0 such that for any integer k > 0 the graph
G(tx, At) is strongly connected, then all software clocks will

synchronize exponentially fast
lim 7;(r) =7;(t) Vi,jeV. @)
t—0o0

To reduce the sensitivity of the relative frequencies estimate,
in [15] the authors suggest to modify the update of a;; in (4)

by introducing a low pass filter

T — 7old
aij () = (1 — pr)aij (te) + pr——= (8
Tij — ‘[-O-ld
ij

where p; is a design parameter between 0 and 1. Low values
of p; are advised for high communication frequencies.

As pointed out in [18], communication among nodes in the
ATS algorithm can be asynchronous, i.e., the update of a; (t,;F )
and 0; (t,;F ) can be carried out upon the reception of a new
message, thus providing robustness to packets’ loss. Notably,
as it will become clear in the sequel, all the properties of ATS
algorithm are inherited by its enhanced version proposed in
our work.

B. Revised ATS and Its Properties

In this paper, the ATS algorithm is modified by replacing
the offset compensation term (6) with the following one:

6i (1) = 6i(tx) + (1 — po) (£ (tx) — 7i(tx)) — Adi (1) 7i (t)
9)

where Aa;(ty) = (651-(t,:r ) — a;(tx)). The importance of this
improvement is that the additional correction term prevents
the software clock time 7;(¢) being overcompensated due to
changes of the a; values.

To understand the importance of this correction term, con-
sider the case where a packet was sent to node i by node j
at time fz, and assume that a frequency variation is detected.
Then, Aa;(t;) # 0 while, at the same time, the software time
are synchronized 7;(x) = 7;(tx) = ’. This means that, if (6)
is used, Ao;(ty) = (3i(t,:r) — 0i(ty) = 0. The software clock
time, according to (2), is

G5 = @i () T () + 6: (1))
= (a; (%) + Ad; (1)) i (1) + 0i (1)

="+ Ad; ()i (t). (10

Note that the term Aa; (#)7;(#) introduce an overcompensa-
tion that is proportional to the value of the hardware clock
7; (tx) and that, as the time goes on, can be arbitrarily large in
the transient. This may affect significantly the synchronization
accuracy.

The proposed correction term counterbalances this effect.
The following convergence property can be proven.

Theorem 2: Consider a WSN synchronized through the
revisited ATS Algorithm. Under the assumption a; and o; are
constants values Vi € V and there are no transmission delays,
if there exists an integer At > 0 such that for any integer
k > 0 the graph G(%, At) is rooted, then all the software
clock will synchronize exponentially fast

lim 7;(r) =7;(t),Vi,j e V. (11)
—>00
Proof: The proof follows the same line of Theorem 6
in [18]. The only differences are that:
1) in [18], the case of strongly connected graph is consid-
ered. This can be extended to rooted graph by noticing
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Fig. 1. Trend of delays of 100 nodes respect to node#l in the case the

correction term —Aa; (t)7; (t;) is (a) not used and (b) used.

that Theorem 6 in [18] holds true also in the case an
integer K such that Q; = Pgy1yk—1... Pik+1Pik has
at least one column whose elements are all positive for
all/=0,1,..;

2) the presence of the term a;(¢)7; — o; (t7)7;(t), in the
7; convergence proof, which being an exponentially
vanishing term can be treated using the same arguments
of Theorem 6 in [18].

|

Note that, the algorithm is robust against node failure as
according to Theorem 2 only a routed communication graph
over a certain time period is required for the convergence.
Convergence might be lost only if a node failure determines
a split of the network into several components. Nevertheless,
it should be noticed that even in this special case Theorem 2
ensures the convergence within each residual connected com-
ponent.

As it will be shown later on, the extension of Theorem 1 to
the case of rooted graphs is a key point for the development of
a synchronization framework with selective convergence rate.

Fig. 1 shows the difference between the software clock
of each node and node#l taken as a reference for a WSN
with N = 100 nodes deployed as a 10 x 10 lattice. Both the
difference and the simulation steps are normalized respect to
the mean clock period Ty x = (N)/ (ZlN: 1 ;). In particular,
Fig. 1(a) shows the performance of the standard ATS, while
Fig. 1(b) shows the performance with the proposed correction
term. It can be noticed that a smoother trend is experienced
in the latter case.

C. Implementation and Technological Aspects

The ATS algorithm and the proposed revised version can be
implemented in a completely event-driven fashion, according
to an asynchronous communication scheme. Nevertheless, as
pointed out in [21], this does not represent a good engineering
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practice for energetic reasons. To keep the radio in the listening
mode to wait for arriving packets is a very expensive oper-
ation from the energetic standpoint. Therefore, the following
transmission policy is adopted in this paper: each node i sends
packets when the software clock is such that it exists an integer
m satisfying 7;(t) = #; + mT;. In other words, the node i
will send a packet periodically on the basis of its software
clock with a synchronization period 7; and with an offset
f; € [0, T;). To mitigate the occurrence of packet collisions, no
node of the same neighborhood should have the same offset
i #1tj # ,Vi € V,Yj, k € V;. If possible, all offsets in
the selected neighborhood should be equally spaced over the
communication period.

Another important aspect to be considered is the trans-
mission delay, currently not considered in the mathematical
modeling. As a matter of fact, this delay can be made
negligible with respect to the clock period by taking the time-
stamping at the MAC layer. If this cannot be done, techniques
to compensate transmission delays are available [22].

D. Packets Rate and Synchronization Accuracy

Goal of this subsection is to provide some insight on the
close relationship between packets rate and synchronization
accuracy. To this end let us consider, for the sake of simplicity,
the simplified case where only offset adjustments are per-
formed (p; = 0) and all the nodes (fictitiously) communicate
in a synchronous way with a period m T, where m is a positive
integer. The clock evolution every period T is assumed to be
given by a nominal value plus an unknown time-varying term

7i((k+ DT) = 7 (()T) +a T +di(k) 12)

where a is the clock nominal value and d; (k) is a time-varying
bounded disturbance such that ||d; (k)|| < dmax. It follows that,
if we consider the clock evolution every m T steps (without
adjustments), we have

ti(tir1) = ti(te) + maT + dp,i (k) (13)

where #y = (k)m T and |dy, ; (k)| < m dmax. Assuming the
offset adjustments (9) are performed, it follows that:

£i(6) = wi(0) + 6i () + (1 = po) (& (8) — T (1)
Ti (k) + (1 = po) (7 (1) — 7i (1))
where Aa(t;) = 0 follows from the assumptions. Since a syn-

chronous communication model is considered, the following
overall update model is obtained:

(14)

() = (I +&eL)t (1) (15)
where 7 = [7q,...,7,]7, L is the usual Laplacian matrix
describing the connections of the communication graph and
¢ = 1—p,. Note that, the equivalence between the synchronous
model and asynchronous model in terms of convergence set
holds under the additional assumption that ¢ € [0, 1/N].
At this point, using (13) we can compute 7 (fx+1) as

(k1) = T(6) + Lvwi maT + dy(te) (16)
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where d,, (k) = [dm.1(k), .. ., dn (k)] and it is bounded as

ldm (k) |loo < m dmax. Using (15) the above equation becomes
T(tr) = (I +e L)t () + InximaT +dy(te).  (17)

It is important to remind that, as well know, if the graph is
connected the matrix I + &L has only one eigenvalue in 1,

A1 = 1, while all the others are strictly inside the unit
ball (J4;] < 1, i = 2,...,n). In addition, the eigenvector
associated to A is the unit vector v; = lyx;. As we are

interested in studying the synchronization error, define now
the generic synchronization error between node i and j as
yij(k) = Cijt(tx), where Cij = (e; —ej)T and e;,e; are
the i-th and jth vectors of the canonical basis. Interestingly
enough, since C;j Inx1 = 0 the term 1lyx;m does not
contribute to the synchronization error. Moreover for the same
reason, being 1y« the eigenvector v1, it also means that the
eigenvalues 1| has no influence on the synchronization error
e;j (in other words 41 is not observable). Then, since all the
observable eigenvalues are strictly contained in the unit ball,
for negligible initial conditions, it is possible to bound the
maximum magnitude of the synchronization error with respect
to the maximum magnitude of the disturbance as follows:

1yij B)lloo < I1 [ld(K)[loo = L1 m dmax Yk (18)

where I} = 3V | >0 1Ci (I +eL)e,| is the 1-norm of
the impulsive response matrix between the disturbance vector
and the output y;; [23].

This latter relationship gives an insight on the fact that the
synchronization error is linked in a proportional way with the
length of the time interval between two consecutive commu-
nications which depends upon m, and then that the lower
the synchronization period, the better the synchronization
accuracy. As a last observation, it should be mentioned that the
parameter /1 is influenced by the second largest eigenvalue of
the matrix which depends upon the connectivity of the graph.
In other words, the more the graph is connected, the lowest
the influence of the disturbance on the synchronization error.

V. MULTIRATE POLICY

In this section, we introduce a multirate communication
policy to build up the ISS with higher accuracy while the rest
of the network remains synchronized with the default one.

Let V be the set of the nodes of a WSN and let Viss C V
be the ISS, i.e., the subset of nodes that are required to be
synchronized with higher accuracy. Recall that the remaining
nodes Vpss = V' \ Viss belongs to the DSS, i.e., the subset of
nodes synchronized with the default accuracy.

To reach a higher accuracy, the nodes belonging to the ISS
are required to exchange packets more frequently compared
with the remaining nodes. Therefore, a communication policy
to regulate the exchange of messages between the ISS and
the DSS is required to avoid the notion of time of the two
components to drift away. Simultaneously, we must avoid the
accuracy of the ISS to be degraded due to the interaction with
the DSS. To this aim, we force the communication only from
the ISS to the DSS. Indeed, if a node in alert state took into
account the synchronization messages of the nodes in quite

state, it would tune its clock on the basis of clocks coarsely
synchronized. In this way, the ISS component is ensured to
quickly converge toward a higher synchronization accuracy,
while the rest of the network will remain synchronized with
the default one.

Communication Policy:

1) Each node i € Vigs communicates every T; = Tiss,
while each node i € Vpgs communicates at 7; = Tpss,
with Tpss multiple integer of Tiss.

2) Each node i € Vigs discards synchronization packets
received from nodes j € Vpss.

Note that, according to the communication policy, Viss is a
strongly connected subgraph, i.e., for any i, j € Viss, it exists a
path from i to j in Vigs. In addition, as proved by the following
lemma, the overall network topology becomes rooted, which
is the condition to satisfy the conditions of Theorem 2.

Lemma 1: Let G = {V, E} be a connected undirected graph
and Viss be a connected subgraph. The graph G = {V, £} with
E=E\{(G,j) € E|li € Vpss,j € Viss} is rooted, i.e., it
exists a node i € V such that for any j € V there exists a
path connecting i to j.

Proof: Consider a node i € Viss. Being Viss a connected
subgraph, for any j € Vigs it exists a path internal to Visg
from i to j. Let us denote with Seqy, (i, j) such a path.
Being G connected, if we select a node in i € Vigs then, for
any j € V it exists a path in G from i to j composed of a
certain sequence of arcs. The proof is concluded by noticing
that if a sequence (i; = i,i2,i3,...,i;—1,i; = j) connecting
i to j in G contains an arc (ix—p,ix) such that ix_; € Vpss
and iy € Viss, then also (SquISS(il = Gy 0k Il e veslz—1,
i; = j)) is a path connecting i to j. [ ]

Note that, Lemma 1 assumes Viss, that is the ISS, to be a
connected subgraph. In the context of WSNs this might be not
a trivial task to achieve, especially if the network is expected
to react and self-organize in response to an external event
triggering a certain number of nodes in alert state. For this
reason the ISS Connector algorithm is described in Section VI.

VI. ISSs CONNECTOR (IC) ALGORITHM

This section describes a strategy ensuring that the nodes
possibly alerted by multiple events always form a unique ISS
component. Fig. 2 describes the overall idea of the algorithm.
In particular, the two possible states (alert and quiet) of the
nodes and their related activities are depicted.

Each node detecting an event puts itself in alert mode.
Furthermore, it broadcast this information over the network
by sending a detection packet.

If a node in quiet mode receives a detection packet, it
stores the ID of the node that sent it, and add its ID to
the packet before forwarding it to its neighborhood. To avoid
multipaths and reduce the number of exchanged messages,
further detection packets sent by the same source (ID) will be
discarded for a certain amount of time Ar.

If a node in alert mode receives a detection packet sent by
another node in alert mode, it stores the ID of such an alert
node, then it adds its ID to the packet and forwards it to its
neighbors. In addition, it sends back a reception packet to the
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alert node that sent this detection packet simply by reversing
the sequence of IDs. Note that, although the communication
is assumed to be broadcast, by providing this information,
the number of messages exchanged is significantly reduced.
As before, to avoid multipaths and reduce the number of
exchanged messages, further detection packets sent by the
same source (ID) will be discarded for a certain amount of
time.

If a node in quiet mode receives a reception packet, it checks
whether it is the last element of the sequence of IDs. If this
is the case, it marks itself as an alert node. Furthermore, it
takes itself away from the sequence and forwards the reception
packet to its neighborhood. Otherwise, it drops the packet.

Finally, if a node in alert mode receives a reception packet,
it checks whether it is the last element of the sequence of IDs.
If this is the case, it takes itself away from the sequence and
forwards the packet, it drops the packet otherwise.

A few remarks are now in order.

1) A ISS is composed not only of the nodes that detect
an event, but also by additional nodes which serve as a
communication mean to ensure its connectedness.

2) A DSS is automatically obtained upon an ISS construc-
tion, as in practice it is constituted by the remaining
portion of the network.

3) The proposed approach is a simple heuristic. There-
fore, the obtained connected components might not be
optimal as additional nodes not strictly required to the
connectedness of the ISS might be added.
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Note that, the proposed algorithm although very simple does
not introduce any communication overhead as the information
required to build the ISS can be added to the packets for the
loose synchronization which are exchanged at the default low
rate.

VII. REDUCTION OF THE ENERGY CONSUMPTION

To evaluate the reduction of the energy consumption (REC)
factor, the ratio between the energy consumed using the
proposed synchronization method and the one consumed in the
case all nodes synchronize with the same synchronization time
interval Tgync is analyzed. Because each node uses the radio
section in the time interval [#; — J, tx + J], the energy in this
time interval E»s can be considered constant. If all the WSN
nodes are equipped with same hardware component, E»s can
be assumed equal for all nodes. Therefore, in the observation
time interval Tos, the energy consumed by the node Eryg is

Tos
Tsynch

Eros = Eos * 19)
The energy consumed using the proposed synchronization
algorithm EI;S;P is equal to the sum of the energy consumed

by nodes in Viss and Vpss
T
0s ) 20)
Tpss

where |- | denotes the cardinality of the argument. The energy
consumed using the traditional synchronization algorithm, i.e.,
same synchronization period Tsync in all nodes E tTrg‘Si is

Tos
Efyy = Ezs (|VISS| * —— =+ | Vpss| *
Tiss

T
ESd — oss Nk =25

Tos
sync

1)

Because the evaluation of EI;S;P and EtTré‘g must be performed
on the same WSN by guaranteeing same synchronization
accuracy, the following conditions hold: N = |Viss| + |Vpss|
and Tgync = Tiss. Therefore, it is

Tos Tos
Ens x (|VISS| * Tigs T 1VDss| * TDSS)

E)s % (N* @)

Tiss
_q_ Kkx[Vissl+ [Voss| , 22)
k* (IViss| + | Vpssl)
where Tpss = kTiss with k € NT.

On the basis of the relationship between the packet rate and
the synchronization accuracy given in Section IV-D it is clear
that the optimal ratio between Tiss and Tpss depends on the
particular phenomenon under monitoring. Tiss is selected on
the basis of the required synchronization accuracy. Tpss is
selected on the basis of the allowed maximum delay among
nodes and the desired REC factor.

REC =1-—

VIII. NUMERICAL TESTS

For the numerical evaluation, we used the clock parameters
o;j and B; i = 1,...,N of the hardware clock of the
wireless sensor TelosB used for the experimental validation.
In particular, the frequency of the crystal oscillators is fox =
32.768 kHz &+ 20 ppm [24]. Therefore, a; varies in the range
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Fig. 3. Experimental pdf of the clock period of the TelosB sensor.

Fig. 4. Topology of the WSN after the execution of the IC algorithm.

[0.999980, 1.000020] f.1x- By taking into consideration that
in the real functioning, each node is switched on asynchro-
nously, and the synchronization algorithm is started at the
switch on, the offset is assumed in the range [30,3000] ms.
As a consequence, f; varies in the range (103, 105 Te,
Tex = 1/ feik.

In addition, we assume the nodes in quiet state to synchro-
nize with Tpss = 3 x 107 Ty while the ones in alert state with
Tiss = 3 x 10° Ty The Tos is 2 x 10° Ty The simulation
steps is set equal to Tgk.

The effect of the noise on the clock period is considered,
as well. We consider a normal distribution modeling with
standard deviation equal to that characterizing the clock period
of the TelosB. Fig. 3 shows the probability density function
(pdf) experimentally evaluated on 3000 clock period values.
The y2-test verifies the null hypotheses of normal distribution.
The standard deviation is equal to 84 ns, i.e., 0.0028 T¢.
To test both the convergence properties of the algorithm in
the case of two different synchronization time intervals of
the nodes and the IC algorithm, we consider a WSN with
lattice topology 5 x 4. The reduced number of nodes makes
easy to monitor the trend of the delay of each node during
the IC algorithm execution. The subsets Viss(1) and Viss(2)
with lattice topology 2 x 2 are assumed. The two Vigs are
positioned at the opposite corners of the lattice and, then, they
are not connected. Fig. 4 shows the topology of the WSN at
the end of the IC algorithm execution. In particular, the black
dots under the gray rectangles represent the nodes in alert state,
which detect the event; the black dots represent the nodes in
quiet state that the IC algorithm forces in alert state, the other
dots represent the nodes in quiet state.

In the case of Fig. 4 it is |Viss| = 13, |Vpss| = 7. The
synchronization is performed by imposing Tiss = 3 X 107 Teyx,
Tpss = 3 x 10°Ty. The REC factor, obtained by (22) is
31.5%.

Fig. 5 shows the trend of the delay of the nodes of Viss(1)
(black dots), Viss(2) (dark gray dots), and Vpgs (gray) respect
to node#1 of Vigs(1). In the case the IC algorithm is not
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Fig. 5. Trend of the delay of the nodes of Vigg(1) (black dots), Viss(2)
(dark gray dots), and Vpgs (gray) respect to node#l of Vigg(1l) in the case
the IC algorithm is (a) not used and (b) used.

2000 6000

used, Fig. 5(a) highlights the convergence of the nodes of
Viss(1), and of Vigs(2) to two different sense of time. The
nodes of Vpgs have time clock values depending on the
sense of times of both the two Viss. Fig. 5(b), highlights
the convergence of the nodes of Viss(1), and Viss(2) to two
different sense of time before the IC algorithm creates the
connection among them. Once connected, all the nodes of
WSN converge to mean common sense of time.

IX. EXPERIMENTAL RESULTS

Experiments have been carried out to evaluate the proposed
framework with a real WSN testbed. To have comparable
results, the same topology, Tpss and Tiss of the numerical
tests are considered. The 20 nodes are deployed in less than
one square meter. The lattice topology is obtained by forcing
each node to ignore messages sent by nodes which are not
considered as neighbors. The high density of node per square
meter allows to evaluate the effectiveness of the proposal in
a saturated spectrum network. Each node is constituted by
TelosB wireless sensor [24]. The fundamental characteristics
justifying the selection of this sensor is the MAC-layer time-
stamping, allowed by the radio chip CC2420, that reduces
potential unpredictable delays between the readings and the
transmitting of the synchronization messages. This allows
to assume that communication delays can be neglected. To
evaluate the delay among all nodes the following procedure
is executed. The auxiliary node, not involved in the synchro-
nization procedure, sends the trigger message (TrMsg) with
time period Ty in broadcast mode. Each node sends to the
PC its software clock value 7;(z) once received TrMsg. T is
set lower than Tiss to evaluate the trend of the delay during
two successive synchronization phases, and bigger enough to
reduce the probability of packet collision among TrMsg and
synchronization messages.
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The PC saves 7;(¢), i = 1,...,20 in the report file and,
computes the delay of each node respect to the software time
7.(¢) of the first received time value sent by the nodes of
Viss: di(t) = 7i(t) — T.(t), i = 1,...,20. Differently from
the numerical tests, the selection of node#1 as reference is not
possible in the experimental tests because the corresponding
software clock 71(¢#) may be not received as consequence of
the packet loss. Fig. 6 shows the trend of the delay of the
nodes of Vigs(1) (black dots), Viss(2) (dark gray dots), and
Vpss (gray) respect to the first received time value sent by
the nodes of Viss(1). In the case the IC algorithm is not used,
Fig. 6(a) shows the convergence of the nodes of Viss(1), and of
Viss(2) to two different sense of time. The nodes of Vpss have
time clock values depending on both the two Viss. Fig. 6(b),
shows the convergence of the nodes of Viss(1), and Viss(2) to
two different sense of time until the IC algorithm creates the
connection among them. The topology of the WSN after the
IC algorithm execution is the same of that shown in Fig. 4.
Once connected, all the nodes of WSN have a mean common
sense of time.

By comparing the numerical ones (Fig. 5) and the experi-
mental results (Fig. 6), it can be noticed that the trend of the
delay is the same in spite of the packet loss that can occurs in
the real WSN. Particularly, the maximum delay of the nodes
respect to node#l is:

1) in the case of numerical test: equal to 167 for ISS

nodes, 557k for DSS nodes;

2) in the case of experimental test: equal to 177y for ISS

nodes, 59T,k for DSS nodes.
Furthermore, by comparing the experimental results and
numerical results it has been possible to:

1) evaluate the robustness of the proposed algorithm against

packet lost;
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2) verify the fact transmission delays can be effectively
neglected by exploiting the MAC time stamp.

X. CONCLUSION

In this paper, we addressed the clock synchronization
problem in WSN for measurement applications. The pro-
posed algorithm represents a tradeoff between synchronization
accuracy and network life-time preservation. A theoretical
characterization of the convergence properties of the proposed
algorithm has been provided. Experimental results confirmed
the effectiveness of the proposed framework in a real WSN
testbed. Future work will focus on the theoretical and exper-
imental analysis of the synchronization accuracy versus the
rate of packet collision events.
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